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project, NCEP partners will not be given 
priority for participation. 

Building Block Objective 
NCCoE use cases address 

cybersecurity challenges that affect an 
entire industry sector while NCCoE 
building blocks are cybersecurity 
example solutions that are applicable 
across multiple industry sectors. 

The Mobile Device Security Building 
Block proposes a system of 
commercially available technologies 
that provide enterprise-class protection 
for mobile platforms that access 
corporate resources. A detailed 
description of the Mobile Device 
Security Building Block is available at: 
http://nccoe.nist.gov/sites/default/files/
nccoe/MobileDeviceBuildingBlock_
20140912.pdf. 

Traditionally, enterprises established 
boundaries to separate their trusted 
internal IT network(s) from untrusted 
external networks. When employees 
consume and generate corporate 
information on mobile devices, this 
traditional boundary erodes. Due to the 
rapid changes in today’s mobile 
platforms, enterprises have the 
challenge of ensuring that mobile 
devices connected to their networks can 
be trusted to protect sensitive data as it 
is stored, accessed and processed, while 
still giving users the features they have 
come to expect from mobile devices. 

This building block will demonstrate 
commercially available technologies 
that provide protection to both 
organization-issued and personally- 
owned mobile platforms. These 
technologies enable users to work inside 
and outside the business network with 
a securely configured mobile device, 
while allowing for granular control over 
the enterprise network boundary, and 
minimizing the impact on function. The 
architecture demonstrated by this 
building block will incorporate a 
modular technology stack that allows 
enterprises to tailor solutions to their 
business needs. Additional details about 
the mobile device building block are 
available at: http://nccoe.nist.gov/sites/
default/files/nccoe/
MobileDeviceBuildingBlock_
20140912.pdf. 

Requirements 
Each responding organization’s letter 

of interest should identify which 
security platform component(s) or 
capability(ies) it is offering. Letters of 
interest should not include company 
proprietary information, and all 
components and capabilities must be 
commercially available. Components are 
listed in section ten of the Mobile 
Device Security Building Block (for 

reference, please see the link in the 
PROCESS section above), and include, 
but are not limited to: 
1. Mobile devices using modern 

operating systems, including but 
not limited to Android, iOS and 
Windows, to the extent possible, 
with a hardware root of trust 

2. Enterprise mobility management suite 
3. Mobile applications that can be put 

into a secure container and/or 
wrapped 

4. Enterprise infrastructure which might 
include: 

a. Identity and access management 
platform 

b. Data loss prevention solution 
c. Security event and information 

management tool 
d. VPN gateway 
e. Certification authority 
Each responding organization’s letter 

of interest should identify how their 
product(s) addresses one or more of the 
desired security characteristics in 
section four of the Mobile Device 
Security Building Block description (for 
reference, please see the link in the 
PROCESS section above). 

Additional details about the Mobile 
Device Building Block are available at 
http://nccoe.nist.gov/?q=content/
mobile-device-security. 

NIST cannot guarantee that all of the 
products proposed by respondents will 
be used in the demonstration. Each 
prospective participant will be expected 
to work collaboratively with NIST staff 
and other project participants under the 
terms of the consortium CRADA in the 
development of the Mobile Device 
Security Building Block. Prospective 
participants’ contributions to the 
collaborative effort will include 
assistance in establishing the necessary 
interface functionality, connection and 
set-up capabilities and procedures, 
demonstration harnesses, environmental 
and safety conditions for use, integrated 
platform user instructions, and 
demonstration plans and scripts 
necessary to demonstrate the desired 
capabilities. Each participant will train 
NIST personnel, as necessary, to operate 
its product in capability 
demonstrations. Following successful 
demonstrations, NIST will publish a 
description of the security platform and 
its performance characteristics sufficient 
to permit other organizations to develop 
and deploy security platforms that meet 
the security objectives of the Mobile 
Device Security Building Block. These 
descriptions will be public information. 

Under the terms of the consortium 
CRADA, participants will commit to 
providing: 
1. Access for all participants’ project 

teams to component interfaces and 

the organization’s experts necessary 
to make functional connections 
among security platform 
components 

2. Support for development and 
demonstration of the Mobile Device 
Security Building Block in NCCoE 
facilities, which will be conducted 
in a manner consistent with Federal 
requirements (e.g., FIPS 200, FIPS 
201, SP 800–53, and SP 800–63) 

In addition, NIST will support 
development of interfaces among 
participants’ products, including IT 
infrastructure, laboratory facilities, 
office facilities, collaboration facilities, 
and staff support to component 
composition, security platform 
documentation, and demonstration 
activities. 

The dates of the demonstration of the 
Mobile Device Security Building Block 
capability will be announced on the 
NCCoE Web site at least two weeks in 
advance at http://nccoe.nist.gov/. The 
expected outcome of the demonstration 
is to improve mobile device security 
within the enterprise. Participating 
organizations will gain from the 
knowledge that their products are 
interoperable with other participants’ 
offerings. 

For additional information on the 
NCCoE governance, business processes, 
and NCCoE operational structure, visit 
the NCCoE Web site http://
nccoe.nist.gov/. 

Richard Cavanagh, 
Acting Associate Director for Laboratory 
Programs. 
[FR Doc. 2015–20040 Filed 8–13–15; 8:45 am] 
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ACTION: Notice; public meeting. 

SUMMARY: The Pacific Fishery 
Management Council’s (Pacific Council) 
Groundfish Management Team (GMT) 
will hold a webinar that is open to the 
public. 
DATES: The GMT meeting will be held 
Tuesday, September, 1, 2015, from 1 
p.m. until business for the day is 
completed. 
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ADDRESSES: To attend the webinar, visit: 
http://www.gotomeeting.com/online/
webinar/join-webinar. Enter the 
Webinar ID, which is 137–066–219, and 
your name and email address (required). 
Participants are encouraged to use their 
telephone, as this is the best practice to 
avoid technical issues and excessive 
feedback (see the PFMC GoToMeeting 
Audio Diagram for best practices). 
Please use your telephone for the audio 
portion of the meeting by dialing this 
TOLL number 1+562–247–8321 (not a 
toll-free number); then enter the 
Attendee phone audio access code: 692– 
754–402; then enter your audio phone 
pin (shown after joining the webinar). 
System Requirements for PC-based 
attendees: Required: Windows® 7, Vista, 
or XP; for Mac®-based attendees: 
Required: Mac OS® X 10.5 or newer; 
and for mobile attendees: iPhone®, 
iPad®, AndroidTM phone or Android 
tablet (See the GoToMeeting Webinar 
Apps). 

You may send an email to Mr. Kris 
Kleinschmidt or contact him at (503) 
820–2280, extension 425 for technical 
assistance. A public listening station 
will also be provided at the Pacific 
Council office. 

Council address: Pacific Council, 
7700 NE. Ambassador Place, Suite 101, 
Portland, OR 97220–1384. 
FOR FURTHER INFORMATION CONTACT: Ms. 
Kelly Ames, Pacific Council; telephone: 
(503) 820–2426. 
SUPPLEMENTARY INFORMATION: The 
primary purpose of the GMT working 
meeting is to prepare for the September 
2015 Pacific Council meeting. Specific 
agenda topics include inseason 
adjustments to groundfish fisheries, 
electronic monitoring regulations and 
exempted fishing permits updates, and 
development of a midwater sport fishery 
in Oregon and California. The GMT may 
also address other assignments relating 
to groundfish management. No 
management actions will be decided by 
the GMT. Public comment will be 
accommodated if time allows, at the 
discretion of the GMT Chair. The GMT’s 
task will be to develop 
recommendations for consideration by 
the Pacific Council at its September 9– 
16, 2015 meeting in Sacramento, CA. 

Although non-emergency issues not 
contained in the meeting agenda may be 
discussed, those issues may not be the 
subject of formal action during this 
meeting. Action will be restricted to 
those issues specifically listed in this 
document and any issues arising after 
publication of this document that 
require emergency action under section 
305(c) of the Magnuson-Stevens Fishery 
Conservation and Management Act, 

provided the public has been notified of 
the intent to take final action to address 
the emergency. 

Special Accommodations 
The meeting is physically accessible 

to people with disabilities. Requests for 
sign language interpretation or other 
auxiliary aids should be directed to Mr. 
Kris Kleinschmidt at (503) 820–2425 at 
least 5 days prior to the meeting date. 

Dated: August 11, 2015. 
Tracey L. Thompson, 
Acting Deputy Director, Office of Sustainable 
Fisheries, National Marine Fisheries Service. 
[FR Doc. 2015–20072 Filed 8–13–15; 8:45 am] 
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ACTION: Notice of SEDAR Procedural 
Workshop 7: SEDAR Data Best Practices 
post-workshop webinar #3. 

SUMMARY: A post workshop webinar #3 
will be held as a follow up to the 
SEDAR Procedural Workshop 7 to 
develop best practice recommendations 
for SEDAR Data Workshops that was 
held on June 22–26, 2015 in Atlanta, 
GA. See SUPPLEMENTARY INFORMATION. 
DATES: The SEDAR Procedural 
Workshop 7 post-workshop webinar #3 
will be held on Tuesday, September 1, 
2015, from 10 a.m. until 12 p.m. The 
established times may be adjusted as 
necessary to accommodate the timely 
completion of discussion relevant to the 
procedural workshop. Such adjustments 
may result in the meeting being 
extended from, or completed prior to 
the time established by this notice. See 
SUPPLEMENTARY INFORMATION. 
ADDRESSES: Meeting address: The 
meeting will be held via webinar. The 
webinar is open to members of the 
public. Those interested in participating 
should contact Julia Byrd at SEDAR (see 
FOR FURTHER INFORMATION CONTACT) to 
request an invitation providing webinar 
access information. Please request 
webinar invitations at least 24 hours in 
advance of each webinar. 

SEDAR address: 4055 Faber Place 
Drive, Suite 201, North Charleston, SC 
29405. 

FOR FURTHER INFORMATION CONTACT: Julia 
Byrd, SEDAR Coordinator, phone: (843) 
571–4366; email: julia.byrd@safmc.net. 
SUPPLEMENTARY INFORMATION: The Gulf 
of Mexico, South Atlantic, and 
Caribbean Fishery Management 
Councils, in conjunction with NOAA 
Fisheries and the Atlantic and Gulf 
States Marine Fisheries Commissions 
have implemented the Southeast Data, 
Assessment and Review (SEDAR) 
process, a multi-step method for 
determining the status of fish stocks in 
the Southeast Region. SEDAR is a three 
step process including: (1) Data 
Workshop; (2) Assessment Process 
utilizing workshops and webinars; and 
(3) Review Workshop. 

SEDAR also coordinates procedural 
workshops which provide an 
opportunity for focused discussion and 
deliberation on topics that arise in 
multiple assessments. They are 
structured to develop best practices for 
addressing common issues across 
assessments. The seventh procedural 
workshop and subsequent post 
workshop webinars will develop best 
practice recommendations for SEDAR 
Data Workshops. 

Workshop objectives include 
developing an inventory of common or 
recurring data and analysis issues from 
SEDAR Data Workshops; documenting 
how the identified data and analysis 
issues were addressed in the past and 
identifying potential additional methods 
to address these issues; developing and 
selecting best practice procedures and 
approaches for addressing these issues 
in future, including procedures and 
approaches to follow when deviating 
from best practice recommendations; 
and identifying process to address 
future revision and evaluation of 
workshop recommendations, 
considering all unaddressed data and 
analysis issues. The post-workshop 
webinar #3 will be held to finalize best 
practice recommendations from the 
workshop. 

Although non-emergency issues not 
contained in this agenda may come 
before this group for discussion, those 
issues may not be the subject of formal 
action during this meeting. Action will 
be restricted to those issues specifically 
identified in this notice and any issues 
arising after publication of this notice 
that require emergency action under 
section 305(c) of the Magnuson-Stevens 
Fishery Conservation and Management 
Act, provided the public has been 
notified of the intent to take final action 
to address the emergency. 

Special Accommodations 
This meeting is accessible to people 

with disabilities. Requests for auxiliary 
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